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1. INDEPENDENT AUDITOR’S REPORT 

INDEPENDENT AUDITOR’S ISAE 3000 ASSURANCE REPORT FOR THE PERIOD FROM 1 MAY 2022 TO 30 
APRIL 2023 ON THE DESCRIPTION OF GATEWAYAPI, RELANTIONSCITY, POLARIS AND RELATED TECH-
NICAL AND ORGANISATIONAL MEASURES AND OTHER CONTROLS AND THEIR DESIGN AND OPERATING 
EFFECTIVENESS RELATING TO PROCESSING AND PROTECTION OF PERSONAL DATA IN ACCORDANCE 
WITH THE EU GENERAL DATA PROTECTION REGULATION AND THE DANISH ACT ON SUPPLEMENTARY 
PROVISIONS 
 
 
To:  Management of In The Heart Of ApS 
 In The Heart Of ApS’ Customers and their auditors 
 

Scope 

We have been engaged to report on In The Heart Of ApS’ (the Data Processor) description in section 3 of 
GatewayAPI, RelationsCity, Polaris and the related technical and organisational measures and other con-
trols, relating to processing and protection of personal data in accordance with the Regulation of the Eu-
ropean Parliament and of the Council on the protection of natural persons with regard to the processing of 
personal data and on the free movement of such data (the EU General Data Protection Regulation) and the 
Danish Act on Supplementary Provisions to the Regulation (Danish Data Protection Act), and on the design 
and operating effectiveness of the technical and organisational measures and other controls related to the 
control objectives stated in the description for the period 1 May 2022 to 30 April 2023. 
 

The Data Processor’s Responsibilities 

The Data Processor is responsible for preparing the statement in section 2 and the accompanying descrip-
tion including the completeness, accuracy, and method of presenting the statement and the description. 
Furthermore, the Data Processor is responsible for providing the services covered by the description; stat-
ing the control objectives; and designing, implementing and effectively operating controls to achieve the 
stated control objectives. 
 

Auditor’s Independence and Quality Control 

We have complied with the requirements of independence and other ethical requirements of the Interna-
tional Ethics Standards Board of Auditors' International Guidelines on the Conduct of Auditors (IESBA 
Code), which are based on the fundamental principles of integrity, objectivity, professional competence, 
and due diligence, confidentiality, and professional conduct, as well as ethical requirements applicable in 
Denmark. 
 
BDO Statsautoriseret revisionsaktieselskab applies International Standard on Quality Management, ISQM 1, 
which requires the firm to design, implement and operate a system of quality management including poli-
cies or procedures regarding compliance with ethical requirements, professional standards and applicable 
legal and regulatory requirements. 
 

Auditor’s Responsibilities 
Our responsibility is to express an opinion on the Data Processor’s description in section 3 and on the de-
sign and operating effectiveness of the controls related to the control objectives stated in the description, 
based on our procedures. 
 
We conducted our engagement in accordance with the International Standard on Assurance Engagements 
3000, “Reports Other Than Audits or Reviews of Historical Financial Information”. That standard requires 
that we plan and perform our procedures to obtain reasonable assurance about whether, in all material 
respects, the description is fairly presented, and the controls are appropriately designed.  
 
An assurance engagement to report on the description, design and operating effectiveness of controls at a 
Data Processor involves performing procedures to obtain evidence about the disclosures in the Data 
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Processor’s description and about the design and operating effectiveness of the controls. The procedures 
selected depend on the auditor’s judgment, including the assessment of the risks that the description is 
not fairly presented, and that controls are not appropriately designed or operating effectively. Our proce-
dures included testing the operating effectiveness of those controls that we consider necessary to provide 
reasonable assurance that the control objectives stated in the description were achieved. An assurance 
engagement of this type also includes evaluating the overall presentation of the description, the appropri-
ateness of the objectives stated therein, and the suitability of the criteria specified by the Data Processor 
and described in section 2. 
 
We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our 
opinion.  
  

Limitations of Controls at a Data Processor 

The Data Processor’s description is prepared to meet the common needs of a broad range of data control-
lers and may not, therefore, include every aspect of the use of GatewayAPI, RelationsCity, Polaris and In 
The Heart Of ApS, that each individual Controller may consider important in their own environment. Also, 
because of their nature, controls at a Data Processor may not prevent or detect all breaches of the per-
sonal data security. Furthermore, the projection of any evaluation of the operating effectiveness of con-
trols to future periods is subject to the risk that controls at a data processor may become inadequate or 
fail.  
 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Data Processor’s statement in section 2. In our 
opinion, in all material respects: 
 
 

a. The description presents fairly GatewayAPI, RelationsCity, Polaris and the related technical and 
organisational measures and other controls, relating to processing and protection of personal data 
in accordance with the EU General Data Protection Regulation and the Danish Data Protection Act, 
as designed and implemented for the period 1 May 2022 to 30 April 2023. 
 

b. The technical and organisational measures and other controls, relating to the control objectives 
stated in the description were appropriately designed for the period 1 May 2022 to 30 April 2023.  
 

c. The technical and organisational measures and other controls tested, which were those necessary 
to provide reasonable assurance that the control objectives stated in the Description were 
achieved, operated effectively throughout the period from 1 May 2022 to 30 April 2023. 
 

 

Description of Test of Controls   

The specific controls tested, and the results of those tests are listed in section 4.  
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Intended Users and Purpose 

This report is intended solely for data controllers who have used GatewayAPI, RelationsCity and Polaris, 
and who have a sufficient understanding to consider it along with other information, including information 
about the technical and organisational measures and other controls operated by the data controllers 
themselves, when assessing whether the requirements of the EU General Data Protection Regulation and 
the Danish Data Protection Act have been complied with.  
 
 
Copenhagen, 25 May 2023  
 
BDO Statsautoriseret Revisionsaktieselskab 
 
 
 
Nicolai T. Visti  Mikkel Jon Larssen 
Partner, State Authorised Public Accountant Partner, Head of Risk Assurance, CISA, CRISC 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 
 

ISAE 3000 ASSURANCE REPORT   

2. IN THE HEART OF APS’ STATEMENT 

 
In The Heart Of ApS processes personal data in relation to GatewayAPI, RelationsCity and Polaris to our 
customers, who are Data Controllers according to the Regulation of the European Parliament and of the 
Council on the protection of natural persons with regard to the processing of personal data and on the 
free movement of such data (the EU General Data Protection Regulation) and the Danish Act on Supple-
mentary Provisions (the Danish Data Protection Act). 
 
The description has been prepared for Data Controllers who have used GatewayAPI, RelationsCity and Po-
laris, and who have a sufficient understanding to consider the description along with other information, 
including information about the technical and organisational measures and other controls operated by the 
data controllers themselves in assessing whether the requirements of the EU General Data Protection Reg-
ulation and the Danish Data Protection Act have been complied with.  
 
In The Heart Of ApS uses sub-processors. These sub-processor’s relevant control objectives and related 
technical and organisational measures and other controls are not included in the accompanying descrip-
tion.  
  
In The Heart Of ApS confirms that the accompanying description in section 3 fairly presents GatewayAPI, 
RelationsCity, Polaris and the related technical and organisational measures and other controls for the pe-
riod 1 May 2022 to 30 April 2023. The criteria used in making this statement were that the accompanying 
description: 
  

1. Presents GatewayAPI, RelationsCity and Polaris, and how the related technical and organisational 
measures and other controls were designed and implemented, including:   

• The types of services provided, including the type of personal data processed. 

• The processes in both IT systems and business procedures applied to process personal data 
and, if necessary, correct and delete personal data as well as limiting the processing of per-
sonal data. 

• The procedures used to ensure that data processing has taken place in accordance with con-
tract, instructions, or agreement with the data controller. 

• The procedures ensuring that the persons authorised to process personal data have committed 
to confidentiality or are subject to an appropriate statutory duty of confidentiality.  

• The procedures ensuring upon discontinuation of data processing that, by choice of the data 
controller, all personal data are deleted or returned to the data controller unless retention of 
such personal data is required by law or regulation.   

• The procedures supporting in the event of breach of personal data security that the data con-
troller may report this to the supervisory authority and inform the data subjects.  

• The procedures ensuring appropriate technical and organisational safeguards in the processing 
of personal data in consideration of the risks that are presented by personal data processing, 
such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or ac-
cess to personal data transmitted, stored, or otherwise processed.  

• The controls that we, with reference to the scope of GatewayAPI, RelationsCity and Polaris 
would assume have been designed and implemented by the data controllers, and which, if 
necessary to achieve the control objectives, are identified in the description. 

• The other aspects of the control environment, risk assessment process, information systems 
and communication, control activities and monitoring controls that are relevant to the pro-
cessing of personal data.   
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2. Includes relevant information on changes in GatewayAPI, RelationsCity, Polaris and the related 

technical and organisational measures and other controls throughout the period 1 May 2022 to 30 
April 2023. 
 

3. Does not omit or distort information relevant to the scope of GatewayAPI, RelationsCity, Polaris 
and the related technical and organisational measures and other controls described while acknowl-
edging that this description is prepared to meet the common needs of a broad range of data con-
trollers and may not, therefore, include every aspect of GatewayAPI, RelationsCity and Polaris that 
the individual data controllers might consider important in their environment. 
 

In The Heart Of ApS confirms that the technical and organisational measures and other controls related to 
the control objectives stated in the accompanying description were suitable designed for the period 1 May 
2022 to 30 April 2023. The criteria we used in making this statement were that: 
 

1. The risks threatening achievement of the described control objectives were identified. 
 

2. The identified controls would, if operated as described, provide reasonable assurance that those 
risks did not prevent the stated control objectives from being achieved. 
 

3. The controls were applied consistently as designed, including manual controls were performed by 
persons with appropriate competencies and rights, in the entire period from 1 May 2022 to 30 April 
2023. 

 
In The Heart Of ApS confirms that appropriate technical and organisational measures and other controls 
were implemented and maintained to comply with the agreements with data controllers, good practices 
for the data processing of data and relevant requirements for Data Processors in accordance with the EU 
General Data Protection Regulation and the Danish Data Protection Act.  
 
 
Odense, 25 May 2023 
 
In The Heart Of ApS 
 
 
 
 
Birol Altinok 
Executive, Partner  
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3. IN THE HEART OF APS’ DESCRIPTION OF GATEWAYAPI, RELATIONSCITY AND POLA-
RIS  

IN THE HEART OF APS 

In The Heart Of is a Danish-owned business which develops and operates several online systems to munici-
palities and different industry sectors in the private market. In The Heart Of has offices in Odense, Aal-
borg, Copenhagen, and Munich, and wholly owns and operates the companies ONLINECITY.IO ApS, Rela-
tionCity ApS, and OC Customized Solutions ApS, which offers the products GatewayAPI, RelationCity, and 
Polaris, respectively. 
 
In The Heart Of has approximately 38 employees who are specialised in system development, server oper-
ation, support, and information security and who are organized in a development department, an opera-
tions and support department, a finance department, and an administration department.  
  
The Compliance team and In The Heart Of’s IT Security Committee manage In The Heart Of’s personal 
data security in relation to the processing that In The Heart Of performs on behalf its customers, such as 
making data processing agreements, responding to request from the Data Controller, notification of 
breach of the personal data security, compliance with internal policies and procedures, and similar areas. 

GATEWAYAPI, RELATIONSCITY AND POLARIS AND PROCESSING OF PERSONAL DATA 

In The Heart Of offers SMS gateways as a Software-as-a-Service (SaaS) solution according to a contract 
with municipalities and private businesses. The SMS gateways are systems for sending and receiving SMS.  
  
The GatewayAPI product is constructed as two independent platforms, GatewayAPI.com and Gate-
wayAPI.eu. These platforms are developed independently in Denmark and operated from Google and 
Hetzner, respectively. GatewayAPI is a product which targets a wide variety of different customers, who 
can sign up themselves, and start using the product. 
 
The RelationCity product is an independent platform, which customers may also sign up to use by them-
selves, but offers other features than GatewayAPI, which makes it more suitable for customers who focus 
on marketing and relationship building. This platform is developed independently in Denmark and oper-
ated from Hetzner. 
 
The Polaris product is an independent platform, which is specifically built and customized for selected cli-
ents and partners and is not available to the wider public. This platform is developed independently in 
Denmark and operated from Hetzner. 
 
In The Heart Of has made data processing agreements with the mentioned sub-processors above. In The 
Heart Of processes personal data on behalf of their customers, who are Data Controllers, when they use 
the platforms for SMS communication and has made data processing agreements with the Data Controllers 
relating to this processing.   
  
The personal data processed are governed by Art. 6 of the EU General Data Protection Regulation (GDPR) 
and include telephone numbers and text messages. 

MANAGEMENT OF THE SECURITY OF PERSONAL DATA 

In The Heart Of has laid down requirements for establishment, implementation, maintenance, and current 
improvement of system for management of personal data security, which ensures compliance with agree-
ments made with Data Controllers, generally accepted data processing practice and relevant requirements 
applying to Data Processors according to the GDPR and the Data Protection Act. 
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The technical and organizational security measures and other controls for protection of personal data are 
designed according to risk assessments and implemented to ensure confidentiality, integrity and accessi-
bility and compliance with applicable data protection legislation. Security measures and controls are auto-
mated and supported technically by IT systems, as far as possible.  
 
The management of the personal data security and the technical and organizational measures and other 
controls are structured in the following main areas, for which control objectives and control activities 
have been defined: 
 

ARTICLE AREA 

Article 28 (1) The Processor's guarantees 

Article 28 (3) Data processing agreement 

Article 28 (3)(a)(h) and (10) 
Article 29 
Article 32 (4) 

Instruction for processing of personal data 

Article 28 (2) and (4) Sub processors 

Article 28 (3)(b) Confidentiality and professional secrecy 

Article 28 (3)(c) Technical and organisational security measures 

Article 25 Data protection by design and by default. 

Article 28 (3)(g) Deletion and return of personal data 

Article 28 (3)(e)(f)(h) Assistance to the Controller 

Article 30 (2) (3) (4) Records of processing activities 

Article 33 (2) Communication of personal data breach. 

Article 44 to 49 Transfer of personal data to third countries 

RISK ASSESSMENT 

Management is responsible for implementing all initiatives that address the threat scenario which In The 
Heart Of is facing from time to time, so that implemented security measures and controls are appropriate, 
and the risk of breach of the personal data security is reduced to an appropriate level.  
  
There is a current assessment of which security level that is appropriate. This assessment considers risks 
relating to the accidental or illegal destruction, loss or alteration or unauthorized disclosure of or access 
to personal data transmitted, stored or otherwise processed. 
 
As a basis for updating the technical and organisational measures and other controls, a risk assessment is 
carried out annually on each platform. The risk assessments address the likelihood and consequences of 
incidents that may threaten the security of personal data and thus the rights and freedoms of natural per-
sons, including random, intentional, and unintentional incidents. The risk assessment considers the cur-
rent technical level and costs of implementation. 

TECHNICAL AND ORGANISATIONAL SECURITY MEASURES AND OTHER CONTROLS 

The technical and organizational measures and other controls are related to all processes and systems pro-
cessing personal data on behalf of the Data Controller. The control objectives and control activities stated 
in the control schedule are an integral part of the following description.  

The Processor's guarantees 

In The Heart Of has implemented policies and procedures to ensure that In The Heart Of can provide suffi-
cient guarantees to carry out suitable technical and organizational measures in such a manner that the 
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processing meets the requirements in GDPR and ensures protection of the data subject’s rights. In The 
Heart Of has established an organization of the personal data security and prepared and implemented an 
information security policy, approved by Management, which is reviewed and updated on a current basis. 
Procedures exist for recruitment and resignation of personnel and guidelines for training and instruction of 
personnel processing personal data, such as completed awareness training and education campaigns.  

Data processing agreement 

In The Heart Of has implemented policies and procedures for making data processing agreements, which 
ensure that In The Heart Of in connection with the customer contract makes a data processing agreement 
which specifies the conditions for processing of personal data on behalf of the Controller. In The Heart Of 
uses a template for data processing agreements in accordance with the services delivered, such as infor-
mation on the use of sub-processors. The data processing agreements are signed digitally and stored elec-
tronically.   

Instruction for processing of personal data 

In The Heart Of has implemented policies and procedures to ensure that In The Heart Of acts according to 
the instruction that the Controller has given in the data processing agreement. The instruction is main-
tained in relation to procedures instructing the personnel how processing of personal data should be done, 
including the individual at the Controller who can give binding instructions to In The Heart Of. The proce-
dure also ensures that In The Heart Of informs the Controller when the Controller’s instruction infringes 
the data protection legislation. 

Sub processors 

In The Heart Of has implemented policies and procedures to ensure that the same data protection obliga-
tions are imposed on sub-processors, as specified in the data processing agreement between the Control-
ler and In The Heart Of, and that the sub-processors can give sufficient guarantees for protection of per-
sonal data. Procedures ensure that the Controller gives a prior, specific, or general written approval of 
sub-processors, and that changes in approved sub-processors are managed.  
 
In The Heart Of evaluates the sub-processor and the sub-processor’s guarantees before an agreement is 
made to ensure that the sub-processor can fulfil the obligations imposed on In The Heart Of. In The Heart 
Of carries out an annual inspection of their sub-processors, based on a risk assessment of the specific pro-
cessing of personal data, for example by obtaining independent auditor’s reports or similar documenta-
tion.  

Confidentiality and professional secrecy 

In The Heart Of has implemented policies and procedures to ensure confidentiality in the processing of 
personal data. All personnel at In The Heart Of have committed themselves to confidentiality by signing an 
employment contract, which includes terms and conditions relating to secrecy and confidentiality. 
 
Only authorized personnel with a relevant job role will process or have access to personal data. These em-
ployees receive regular training in handling of personal data and IT security.  
 
 

Technical and organisational security measures 

Risk assessment 
In The Heart Of has implemented the technical and organizational security measures based on an assess-
ment of risks relating to confidentiality, integrity and accessibility. We refer to a separate description 
hereof.  
 
Contingency plans 
In The Heart Of has established a contingency plan, so that In The Heart Of can in time restore the acces-
sibility of and access to personal data in the event of physical or technical incidents. In The Heart Of has 
established an emergency alert, which becomes effective in such cases. An organization of the emergency 
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alert team has been established and guidelines for activation of the emergency alert have been imple-
mented.  
 
In The Heart Of has designed a detailed contingency plan that includes restore of systems and data, which 
among others ensure independence of persons in connection with activation of the alert and the restore. A 
copy of the plan is kept safe outside In The Heart Of’s IT systems. The plan is tested and audited regularly 
in connection with modifications to systems, etc. 
 
Physical security, including physical access control 
In The Heart Of has implemented procedures to ensure that premises are protected from unauthorized ac-
cess. Only persons with a work-related or other legitimate need have access to the premises, and special 
measures have been implemented for areas where personal data are processed. Customers, suppliers, and 
other visitors are escorted.   
  
Authorization and rights management 
In The Heart Of has implemented procedures to ensure that access to systems and data is protected by an 
authorization system. The user is created with a unique user identification and password, and the user 
identification is used when access to resources and systems is allocated. All allocations of rights in systems 
are based on a work-related need for access, such as relevance and correctness of allocated user rights.  
Procedures and controls support the process for creation, change and removal of users and allocation of 
rights and examination hereof.   
  
Remote access to systems and data  
In The Heart Of has implemented procedures to ensure that access from workplaces outside In The Heart 
Of’s premises and remote access to systems and data is via VPN-connections with two-factor authentica-
tion to systems with personal data. Access from workplaces outside In The Heart Of’s premises to all ex-
ternal services uses HTTPS, which ensures encryption and prevents leak of information which is accessed 
via the business’ Google-account with 2-factor-authentification. 
 
Logical access control   
In The Heart Of has implemented procedures to ensure that access to systems and data is via logical con-
trols. The users’ continued work-related need for access is evaluated at least once a year, including the 
relevance and correctness of allocated user rights. Procedures and controls support the process for crea-
tion, change and removal of users and allocation of rights and examination hereof.   
 
The design of requirements for, among others, length, complexity, current change, and history of pass-
words as well as closing of user accounts after unsuccessful access attempts are in accordance with best 
practice for a safe logical access control. Technical measures supporting these requirements have been 
designed.  
 
Encryption of personal data 
In The Heart Of has implemented procedures to ensure that databases containing personal data are en-
crypted, and this also applies to backups. Restore keys and certificates are kept properly.  
   
In The Heart Of has implemented procedures to ensure that data on personal units, which are not pro-
tected by special security measures, are encrypted when they are put into use, so that access to data is 
solely possible for authorized users. Restore keys and certificates are kept properly. 
 
The algorithms and levels of encryption used for encryption of units, servers and data, are currently sub-
ject to risk assessment in relation to the current threat scenario. 
 
Network security 
In The Heart Of has implemented procedures to ensure that network in relation to use and security are 
divided into several virtual networks (VLAN), in which traffic between the individual networks is 
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controlled by a firewall. Servers with an integrated firewall use this to ensure that access is given only to 
the necessary services.    
 
In The Heart Of has implemented procedures to ensure that traffic between the internet and the network 
is controlled by a firewall. Access from the outside via ports in the firewall is limited as much as possible 
and access rights are allocated via specific ports to specific segments. Workstations uses the local fire-
wall. 
 
External communication lines 
In The Heart Of has implemented procedures to ensure that external communication lines are safeguarded 
by a strong encryption, and that emails and other communication, containing sensitive personal data, are 
encrypted in the transmission by using TLS 1.2 as a minimum. 
 
Antivirus 
In The Heart Of has implemented procedures to ensure that units with access to network and applications 
are protected from virus and malware. There is current updating and adjustment of antivirus programs 
and other protection systems in relation to the current threat scenario, and there is current monitoring of 
these systems, including periodical test of operating reliability. 
 
Backup and restore of data 
In The Heart Of has implemented procedures to ensure that backup is taken of systems and data to pre-
vent loss of data or loss of accessibility in case of crashes. Backups are kept at an alternative location. 
Backups are protected by physical and logical security measures to prevent that data come into the hands 
of third parties, or that backups are destroyed by fire, water, vandalism, or accidental damage.  
 
Maintenance of system software 
In The Heart Of has implemented procedures to ensure that system software is updated currently accord-
ing to the suppliers’ directions and recommendations. Procedures for Patch Management include operating 
systems, critical services and software installed on servers and workstations.   
 
Logging in systems, databases and network 
In The Heart Of has implemented procedures to ensure that logging has been set up in accordance with 
the requirements in legislation and business needs, based on a risk assessment of systems and the current 
threat scenario. The scope and quality of log data are sufficient to identify and prove a potential abuse of 
systems or data, and log data are examined currently for applicability and anormal behaviours. Log data 
are protected against loss and erasure.   
 
Monitoring 
In The Heart Of has implemented procedures to ensure that systems are monitored currently and that 
technical security measures have been implemented.  
 
Repair, service and disposal of IT equipment 
In The Heart Of has implemented procedures to ensure that equipment handed over to third party for ser-
vice or repair are handed over with encrypted data disks, and that used or abandoned data media or disks 
are registered and destroyed by us by using a drilling machine and documentation would be in the form of 
a photo of the rotary disk with a hole in it.   

Data protection by design and by default 

In The Heart Of has implemented policies and procedures for development and maintenance of platforms 
to ensure a managed change process. A Change Management system is used to manage development and 
change tasks and all tasks follow a uniform process which starts with a risk assessment in accordance with 
the requirements for data protection by design and by default.   
  
The development, test and production environments are separated, and there is segregation of duties be-
tween the employees in the development department and the operations and support department. All 
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development and change tasks go through a test cycle and anonymized production data are used as test 
data. Procedures for version control, logging and backup have been implemented, so that it is possible to 
reinstall earlier versions.  

Deletion and return of personal data 

In The Heart Of has implemented policies and procedures to ensure that personal data are deleted or re-
turned in accordance with instruction from the Controller when the processing of personal data ends at 
expiry of the contract with the Controller.   

Assistance to the Controller 

In The Heart Of has implemented policies and procedures to ensure that In The Heart Of can assist the 
Controller meeting the Controller’s obligation to respond to requests for exercise of the data subject’s 
rights. 
 
In The Heart Of has implemented policies and procedures to ensure that In The Heart Of can assist the 
Controller in ensuring compliance with the obligations in Article 32 on security of processing, Article 33 on 
notification and communication of breach of the personal data security, and Articles 34 to 36 on impact 
assessments. 
 
In The Heart Of has implemented policies and procedures to ensure that In The Heart Of can make availa-
ble to the Controller all information required to prove compliance with the requirements applying to data 
processors. In The Heart Of also allows and contributes to audits, including inspections, performed by the 
Controller or other parties authorised to do so by the Controller. 

Records of processing activities 

In The Heart Of has implemented policies and procedures to ensure that a records of processing activities 
is kept of categories of processing activities performed on behalf of the Controller. The records are up-
dated regularly and are examined during the annual review of policies and procedures, etc. The records of 
activities are stored electronically and can be made available to the supervisory authority on request.    

Communication of personal data breach 

In The Heart Of has implemented policies and procedures to ensure that a breach of the personal data se-
curity is registered with detailed information on the incident, and that the Controller is notified without 
undue delay after In The Heart Of became aware of the breach of the personal data security. The regis-
tered information enables the Controller to assess whether the supervisory authority should be notified of 
the breach of personal data security and whether the data subjects should be notified.  

Transfer of personal data to third countries 

In The Heart Of has implemented policies and procedures to ensure that the transfer of personal data to 
sub-processors in non-EU countries is in accordance with standard contract or other valid basis of transfer 
and according to instruction from the Controller.  

CHANGES DURING THE PERIOD FROM 1 MAY 2022 TO 30 APRIL 2023  

During the Period of Audit from 1 May to 30 April 2023, In The Heart Of has added two new platforms, Re-
lationsCity and Polaris, which both are in scope of this declaration. The platforms are similar to Gate-
wayAPI; thus, they can be included in the existing control objectives of this audit. 
 
The Period of Audit from 1 May 2022 to 30 April 2023 has included no major changes to our System De-
scription nor Information Security Policy. Policies, rules, and controls have been updated accordingly to 
meet requirements during the audit period, but no major alteration has been applied or implemented.  
 
Throughout the audit period, there have been no data breaches to the Platforms. 
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COMPLEMENTARY CONTROLS WITH THE CONTROLLER 

The Controller is under an obligation to implement the following technical and organizational measures 
and other controls to achieve the control objectives and to comply with the data protection legislation:   

 
● It is the responsibility of the Controller to ensure that the administrators’ use of the platforms and 

the processing of personal data carried out in the system comply with the data protection legisla-
tion.  

 
● The Controller manages the user rights in the platforms, including to whom administrator access is 

allocated and which rights are allocated to the individual administrators.   
 

● The Controller is not allowed to use the platforms for processing, including retention, of sensitive 
personal data, and it is the Controller’s responsibility to ensure that such personal data are not 
entered into or uploaded to the platforms.  
 

● The Controller is responsible for the data that is processed on the RelationsCity platform accord-
ing to the description in the data processing agreement.   
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4. CONTROL OBJECTIVES, CONTROL ACTIVITIES, TESTS AND THE RESULT OF TESTS 

We conducted our engagement in accordance with ISAE 3000, Assurance Reports Other Than Audits or Re-
views of Historical Financial Information.  
 
BDO has performed procedures to obtain evidence of the information in In The Heart Of ApS’ description 
of GatewayAPI, RelationsCity and Polaris, the design and operating effectiveness of the relating technical 
and organisational measures and other controls. The procedures selected depend on BDO’s assessment, 
including the assessment of the risks that the description is not fairly presented and that the controls are 
not appropriately designed or operating effectively.   
 
BDO’s test of the design and the operating effectiveness of the relating technical and organisational 
measures and other controls and their implementation has included the control objectives and related the 
control objectives and related control activities selected by In The Heart Of ApS, and which are described 
in the check form below.  
 
In the test form, BDO has described the tests carried out which were assessed necessary to obtain reason-
able assurance that the stated control objectives were achieved, and that related controls were appropri-
ately designed and operated effectively for the period 1 May 2022 to 30 April 2023.  
 

Test procedures 

Test of the design of the relating technical and organisational measures and other controls and their im-
plementation was performed by inquiries, inspection, observation and re-performance. 
 

Type Description 

Inquiry Inquiries of relevant personnel have been performed for all significant control activities. 
 
The purpose of the inquiries was to obtain knowledge and further information about imple-
mented policies and procedures, including how the control activities are performed, and to 
obtain confirmed evidence of policies, procedures and controls. 

Inspection Documents and reports, which include information about the performance of the control, 
have been read for the purpose of assessing the design and monitoring of the specific con-
trols, i.e., whether the design of the controls is such that they are expected to be effective if 
implemented, and whether the controls are sufficiently monitored and checked at suitable 
intervals. 
 
Tests have been performed of significant system structures of technical platforms, databases 
and network equipment to ensure that controls have been implemented, including for exam-
ple assessment of logging, back-up, patch management, authorisations and access controls, 
data transmission, and inspection of equipment and locations. 

Observation The use and existence of specific controls have been observed, including tests to ensure that 
the control has been implemented. 

Re-performance Controls have been re-performed to obtain additional evidence that the controls operate as 
assumed. 

 

With respect to the services provided by Hetzner Online GmbH, and Google Cloud Web Hosting within the 
respective sub-processors’ services, we have received TÜV reports, SOC3, SOC2 and SOC1 auditor’s reports 
or other documentation for the relevant sub-processor’s technical and organizational measures and other 
controls.   
 
These sub-processors and service organisations relevant control objectives and related controls are not 
included in In The Heart Of Aps’ description of GatewayAPI, RelationsCity, Polaris and relevant controls 
related to operation of GatewayAPI, RelationsCity and Polaris. Thus, we have solely assessed the reports 
and tested the controls at In The Heart Of ApS, which ensures appropriate supervision of the sub-proces-
sor’s compliance with the data processing agreement made between the sub-processor and the data pro-
cessor and compliance with the General Data Protection Regulation and the Danish Data Protection Act. 
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Result of test 

The result of the test made of technical and organisational measures and other controls has resulted in 
the following exceptions noted. 
 
An exception exists when: 

• Technical and organisational measures and other controls have not been designed or implemented 
to fulfil a control objective, or 

• Technical and organisational measures and other controls related to a control objective are not 
suitably designed and implemented or did not operate effectively throughout the period. 
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Article 28(1) – The Processor’s Guarantees  

Control objective  

 To ensure that the Processor can provide sufficient guarantees for protection of the Controller’s personal data in accordance with the requirements of the EU General Data Protection Regula-

tion and the protection of the rights of the data subject. 

Control activity Test performed by BDO Result of test 

The Processor’s guarantees 
 

 The Processor has prepared and implemented an in-
formation security policy. 

 The Processor has prepared and implemented an ac-
cess code policy. 

 The Processor has prepared and implemented a 
backup policy. 

 The Processor has prepared and implemented a data 
protection policy. 

 The Processor’s policies are reviewed and updated as 
a minimum once a year. 

 The Processor has prepared an annual cycle of work, 
which ensures continuous work and updating with IT 
security and documentation hereof. 

 
 
We have interviewed relevant personnel at the Processor.  
 
We inspected the Processor’s information security policy and 
observed that this has been reviewed during the period subject 
to audit.  
 
We inspected the Processor’s access code policy and observed 
that this has been reviewed and updated during the period sub-
ject to audit.  
 
We inspected the Processor’s backup policy and observed that 
this has been reviewed and updated during the period subject 
to audit.  
 
We inspected the Processor’s data protection policy and ob-
served that this has been reviewed and updated during the pe-
riod subject to audit.  
 
We inspected the Processor’s annual cycle of work and ob-
served that the policies have been reviewed and updated during 
the period subject to audit and as a minimum once a year.  
 
We inspected the Processor’s annual cycle of work and ob-
served that the work with IT security and documentation hereof 
is included in the annual cycle of work content.  
 

 
 
No deviations noted. 

Recruitment of personnel 

 

 The Processor has prepared a procedure for recruit-
ment of personnel.  

 The Processor ensures that new personnel are intro-
duced to IT security via an on-boarding program.     

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for recruitment of per-
sonnel and observed that this has been reviewed and that it in-
cludes a description of the process for recruitment of person-
nel. 

 
 
No deviations noted. 
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Article 28(1) – The Processor’s Guarantees  

Control objective  

 To ensure that the Processor can provide sufficient guarantees for protection of the Controller’s personal data in accordance with the requirements of the EU General Data Protection Regula-

tion and the protection of the rights of the data subject. 

Control activity Test performed by BDO Result of test 

 
We made a random inspection of documentation that a new 
employee has signed a confidentiality agreement, which agrees 
with the Processor’s procedure.  
 
We inspected the Processor’s procedure for education and 
training of personnel in relation to IT security and procedure for 
support tasks relating to personal data and awareness in IT se-
curity relating to customers.  
 
We selected a sample of documentation which confirms that 
new personnel are introduced the IT security via an on-boarding 
program.   
 
We inspected the Processor’s annual cycle of work and ob-
served that activities are planned in relation to IT security, and 
we observed that such activities have been carried out in the 
period subject to audit.   
 

Resigning personnel 

 

 The Processor has prepared and implemented a pro-
cedure for resigning personnel.  

 The Processor keeps records of personnel, who have 
left, in a resignation register.  

 The Processor ensures that resigned personnel no 
longer have an active login.  

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for resigning personnel. 
We have observed controls which ensure that the login of re-
signed personnel is deleted.  
 
We inspected documentation for resigned personnel and ob-
served that a register is kept hereof in accordance with the Pro-
cessor’s procedure.  
 
We observed that the resigned personnel do not appear in ex-
tract of personnel with active login. We have observed that ac-
cesses and relevant assets from resigned personnel have been 
withdrawn. 
 

 
 
No deviations noted. 
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Article 28(1) – The Processor’s Guarantees  

Control objective  

 To ensure that the Processor can provide sufficient guarantees for protection of the Controller’s personal data in accordance with the requirements of the EU General Data Protection Regula-

tion and the protection of the rights of the data subject. 

Control activity Test performed by BDO Result of test 

Awareness training of personnel in data protection 

 

 The Processor has prepared documentation informing 
personnel about procedure and policies relating to 
processing of personal data.  

 The Processor has prepared and implemented a pro-
cedure for training of personnel in relation to IT secu-
rity. 

 The Processor ensures that personnel receive aware-
ness training in data protection. 

 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We observed that the Processor has prepared the following doc-
uments which we have inspected: 
• Information security policy 
• Data protection policy 
• Procedure for information security awareness and training 
 
We observed that the Processor’s initiatives relating to infor-
mation to personnel on procedure and policies relating to pro-
cessing of personal data are described in those documents. 
 
We observed that the Processor’s process for training of person-
nel in IT security is described, and that awareness campaigns 
and training are held within risk assessment and handling of 
personal data.   
 
We inspected documentation, which confirms that personnel re-
ceive awareness training in IT security and data protection, and 
we have inspected documentation for held training sessions.  
 

 
 
No deviations noted. 

 
 
 Pe

nn
eo

 d
ok

um
en

tn
øg

le
: 6

S1
CE

-J
D

EB
7-

0A
EV

Y-
6Y

U
YU

-C
K0

5I
-3

TC
CQ



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 19 of 38 

 

ISAE 3000 ASSURANCE REPORT  COMPANY NAME 

Article 28(3) – Data Processing Agreements and Controllers 

Control objective 

 To ensure that the Processor makes a written agreement with the Controller setting out the terms for the processing of the Controller’s personal data and that the data processing agreement 

is stored in electronically. 

Control activity Test performed by BDO Result of test 

Data processing agreements with the Controller 

 

 The Processor has prepared and implemented a stand-
ard template which can be used for data processing 
agreements.   

 The Processor has prepared and implemented a pro-
cedure for making data processing agreements. 

 The Processor has prepared and implemented a pro-
cedure for management of sub-processors to ensure 
that this done according to agreement with the Con-
troller. 

 The Processor has made data processing agreements 
with the Controllers.  

 The Processor ensures that data processing agree-
ments made are stored electronically.   

 A data processing agreement includes information on 
the use of sub-processors.  

 

  

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s template for data processing 
agreements and observed that it complies with the require-
ments for the content of a data processing agreement according 
to GDPR Art. 28(3).  
 
We inspected the procedure for making data processing agree-
ments.  
 
We inspected the procedure for management of sub-processors 
and observed that written guidelines exist for making agree-
ments with sub-processors, from which it appears the Controller 
is to be involved in connection with replacement of sub-proces-
sors. 
 
We inspected randomly selected data processing agreements. 
We observed that they were signed by both parties and com-
plies with approved standard.  
 
We have by inquiry been informed that some controllers regard-
ing GatewayAPI.com and GatewayAPI.eu services have denied 
entering a data processing agreement since they do not believe 
a data processing construction exists in the service. 
 
We observed the data processing agreements made are stored 
electronically.  
 
We inspected randomly selected data processing agreements 
and observed that the agreements include information on the 
use of sub-processors depending on whether it is Google or 
Hetzner  
 

 
 
No deviations noted. 
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Articles 28, 29 and 32 – Instruction for Processing of Personal Data 

Control objectives 

 To ensure that the Processor processes personal data only according to documented instructions from the Controller.  

 To ensure that the Processor notifies the Controller if an instruction infringes the EU General Data Protection Regulation and the Danish Data Protection Act. 

Control activity Test performed by BDO Result of test 

Documented instruction from the Controller 

 

 The Processor ensures that the Processor acts accord-
ing to the instruction that the Controller has given in 
the data processing agreement.   

 The Processor can document that only sub-processors 
who have been approved in writing are used.  

 The data processing agreement includes information 
on how the Controller must be informed of instruc-
tions that infringe legislation.   

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s template for data processing 
agreements and observed that it states that the Processor must 
act according to the instruction that the Controller has given in 
the data processing agreement.  
 
We inspected relevant procedures and observed that they in-
struct the personnel how the processing of personal data must 
be made. 
 
We inspected randomly selected data processing agreements 
and observed that there is a list of the approved sub-proces-
sors. We inspected randomly selected agreements and observed 
that there is a list of the approved sub-processors. We made a 
random inspection of selected agreements with sub-processors 
and observed that these agreements have been signed by both 
parties.   
 
We inspected randomly selected data processing agreements 
and observed that the agreements include a paragraph on noti-
fication of the Controller of instructions that infringe legisla-
tion.  
 
On inquiry, we were informed that the Processor has not re-
ceived any instructions which infringe the Regulation or the 
Data Protection Act. Thus, we have been unable to test 
whether the control has been implemented and operated effec-
tively.  
 

 
 
No deviations noted. 
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Article 28(2 & 4) – Sub-processors 

Control objectives 

 To ensure that the sub-processor is subject to the same data protection obligations as set out in the contract between the Controller and the Processor, by making a written contract including 

instructions. 

 To ensure that the Controller has given a prior specific or general written authorisation to the Processor to use sub-processors. 

 To ensure that the sub-processor can provide the required guarantees for protection of personal data in accordance with the contract. 

Control activity Test performed by BDO Result of test 

Agreements with and supervision of sub-processors 

 

 The Processor has prepared and implemented a pro-
cedure for obtaining data processing agreements with 
sub-processors. 

 The Processor has prepared a procedure for perfor-
mance of supervision of sub-processors.  

 The Processor obtains and examines annual reports 
and independent auditor’s reports from sub-proces-
sors. 

  

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for obtaining data processing agree-
ments from sub-processors. We inspected randomly selected 
agreements with sub-processors and observed that these were 
signed by both parties.  
 
We inspected procedure for supervision of sub-processors.  
 
We inspected SOC2 reports for Google Cloud Web Hosting cover-
ing the period from 1 November 2021 to 31 October 2022 and 
observed that In the Heart of ApS has taken conclusion and de-
viations in the SOC2 report into consideration. 
 
We inspected TÜV report from Hetzner Online GmbH dated 1 
March 2023 and observed that In the Heart of ApS has taken the 
TÜV report into consideration. 
 

 
 
No deviations noted. 
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Article 28 (3)(b) – Secrecy and Statutory Obligation of Confidentiality 

Control objective 

 To ensure that persons authorised to process the personal data have committed themselves to confidentiality or are under an appropriate statutory obligation of confidentiality. 

Control activity Test performed by BDO Result of test 

Secrecy and confidentiality agreements for personnel and 

consultants 

 

 The Processor has prepared and implemented a pro-
cedure for obtaining secrecy and confidentiality 
agreements with personnel processing personal data.  

 The Processor ensures that personnel at commence-
ment of their employment sign a secrecy and confi-
dentiality agreement. 

 

 
 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for making secrecy and 
confidentiality agreements with personnel and consultants. We 
observed that the procedure requires that personnel, who have 
access to process personal data must sign a secrecy and confi-
dentiality agreement in connection with their employment.  
 
We made a random inspection of a signed secrecy and confiden-
tiality agreement and observed that the secrecy and confidenti-
ality agreement has been signed.   
 

 
 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

Risk assessment 

 
 The Processor has prepared a procedure for prepara-

tion of risk assessments, which include the rights and 
freedoms of natural persons. 

 The Processor has prepared risk assessments for as-
sets with personal data. 

 The Processor has prepared and implemented a pro-
cedure, which ensures that the security measures are 
audited and updated.   

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for preparation of risk assessments and 
observed that a process is described which has focus on systems 
where the Processor stores and/or processes personal data.   
 
We have observed that the processor has prepared risk assess-
ment which include the subjects. 
  
We inspected risk assessments prepared by the Processor for 
processing of personal data. We observed that the risk assess-
ments describe the risks identified and how assets with personal 
data must be protected due to the data subject.  
 
We inspected procedure for current assessment and updating of 
security measures and observed that the procedure describes 
that an annual update is to be made of the risk assessment. We 
observed that the annual update of the risk assessment is in-
cluded in the Processor's annual cycle of work.  
 

 
 
No deviations noted. 

Contingency plan 

 

 The Processor has prepared an IT contingency plan. 

 The Processor has updated the IT contingency plan. 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the IT contingency plan and observed that it in-
cludes a description of, for example, roles and responsibilities 
in the contingency organization, conditions for activation and 
plan for escalation. Moreover, we observed that the IT 

 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

contingency plan was updated and approved by Management in 
March 2023. 
 
We observed that the IT contingency plan must be updated an-
nually in continuation of the annual testing.  
 
We inspected the completed test of the IT contingency plan. 
 

Physical security, including physical access control 

 

 The Processor has performed a risk assessment of the 
physical security of office premises.  

 The Processor has implemented physical access con-
trol to office premises. 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s risk assessment of the physical se-
curity and observed that risks relating to the Processor’s office 
premises have been described.  
 
We inspected the procedure for physical security and observed 
that security measures relating physical access control to office 
premises have been described.    
 
On inquiry, we were informed that the office premises are pro-
tected by doors with locks. We observed that the disclosed se-
curity measures have been implemented. 
 
We inspected documentation for handing out keys to the rele-
vant premises and observed that the process is in accordance 
with the Processor’s procedure.  
 
 
 

 
 
No deviations noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 25 of 38 

 

ISAE 3000 ASSURANCE REPORT  COMPANY NAME 

Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

Authorization and rights management 

 
 The Processor has prepared a procedure for authori-

zation and rights management.  

 Authorizations and rights are allocated on the basis of 
a work-related need.   

 The Processor performs an annual examination of the 
employees’ rights and authorizations in the Proces-
sor’s systems. 

 Rights are allocated to employees, which give access 
to personal data, based on the employees’ roles and 
level of authorization.  

 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for access control and observed that 
guidelines have been described for authorization and rights 
management in relation to the Processor’s systems and data-
bases.  
 
We have inspected documentation for examination of users and 
their rights. We have observed that the employees’ access has 
been examined but that the documentation hereof is not re-
tained.  
 
We inspected documentation confirming that the personnel 
have the rights that give access to personal data relating to the 
employees’ roles and level of authorization, which is in accord-
ance with the procedure. 
   

 
 
No deviations noted. 
 
 

Remote access to systems and data 

 
 The Processor has prepared a procedure for remote 

work. 

 The Processor has implemented security measures to 
access systems and data via remote access.   

 Work via remote access is by a VPN or SSL encrypted 
connection. 

 

 
 
We have interviewed relevant personnel at the Processor.  
 
We inspected the Processor’s procedure for remote work.  
 
We inspected documentation confirming that two-factor login is 
used.  
 
We inspected documentation confirming that remote connec-
tion is by a VPN or SSL encrypted connection.  

 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

 
We observed that the Processor uses TLS 1.2 encryption by use 
of a VPN connection. We observed that SSH keys are used and 
that they are 2048-bit AES encrypted.  
 
 

Logical access control 

 
 The Processor has prepared and implemented an ac-

cess code policy. 

 The Processor has prepared and implemented a pro-
cedure for logical access control to areas with per-
sonal data.   

 The Processor has implemented security measures in 
relation to denied login attempts.  

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s access code policy and observed 
that requirements are described for strong access codes and the 
protection of those access codes.  
 
We inspected documentation confirming that strong access 
codes are used. 
 
We inspected the Processor’s procedure for logical access con-
trols and observed that guidelines have been specified for ac-
cess controls, including access code policy and control of de-
nied access attempts.   
 
We inspected documentation confirming that security measures 
have been implemented in relation to denied login attempts. 
  

 
 
No deviations noted. 

Encryption 

 
 The Processor has prepared and implemented a pro-

cedure for encryption and anonymisation of personal 
data.  

 
 
We have interviewed relevant personnel at the Processor. 
 

 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

 The Processor has implemented anonymisation of per-
sonal data in the Processor’s GatewayAPI, Relation-
scity and Polaris database. 

 

We inspected the Processor’s procedure for encryption of per-
sonal data and observed that TLS 1.3 encryption is used when 
communication with sites. 
 
We inspected documentation confirming that personal data are 
anonymized in the Processor’s GatewayAPI, Relationscity and 
Polaris database within 31 days after the transaction. 
 

Network security 

 
 The Processor’s network is segmented. 

 The Processor uses known network technologies and 
mechanisms, such as Firewall.  

 Only authorized personnel can make changes in the 
Processor’s Firewall. 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for network security 
and observed that the technical measures relating to network 
security are described, including network segmentation.  
 
We inspected documentation relating to network segmentation 
confirming that the network is segmented.  
 
We inspected documentation confirming that the network is 
protected by Firewall.  
 
We inspected documentation confirming that only the author-
ized personnel, who have access to make changes in the Proces-
sor’s Firewall, have been allocated this right. 
 

 
 
No deviations noted. 

External communication connections 

 
 
 
We have interviewed relevant personnel at the Processor. 
 

 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

 The Processor has prepared and implemented a pro-
cedure for use of external communication connec-
tions. 

 A secure mail solution based on TLS 1.2 is used. 

 

We inspected the Processor’s procedure for external communi-
cation connections and observed that guidelines are described 
for transfer of information via e-mails.  
 
We inspected documentation confirming that TLS 1.2 encryp-
tion and a secure mail solution is used. 
  

Antivirus 

 
 The Processor has prepared and implemented a pro-

cedure for antivirus. 

 The Processor ensures that antivirus is installed on 
the personnel’s PCs.  

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for protection against 
virus and malware, etc.  
 
We inspected documentation relating to installation of antivirus 
on randomly selected PCs. We observed that antivirus is acti-
vated and updated.  
 
We found that the Processor receives weekly reports on identi-
fied vulnerabilities. We inspected documentation confirming 
that reports are received weekly from the service solution 
GitHub, including the Processor’s follow-up hereon.   

 
 
No deviations noted. 

Backup 

 
 The Processor has prepared and implemented a pro-

cedure for backup.  

 The Processor ensures that backup is taken of the Pro-
cessor’s infrastructure. 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s backup policy and procedure for 
backup, including verification and restore of backup.  
 

 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

 The Processor has prepared and implemented a pro-
cedure for restore of data from backup. 

 

We inspected documentation relating to the Processor’s back-
up of systems and databases which confirms that backup is 
taken depending on whether it is Google or Hetzner as sub-pro-
cesser. 
   
We inspected documentation relating to restore of backup 
which confirms that the Processor can restore data from 
backup. 
 

Patch management 

 
 The Processor has prepared and implemented a pro-

cedure for patch management.  

 The Processor ensures that work units are updated 
and patched. 

 The Processor ensures that systems are updated and 
patched. 

 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for patch management 
and observed that guidelines are described for updating of the 
Processor’s systems and the personnel’s units.   
 
We inspected randomly selected PCs for updates which confirms 
that updates are installed.  
 
We inspected documentation relating to set-up of updates of 
the Processor’s systems which confirms that updates are in-
stalled.   
 

 
 
No deviations noted. 

Logging and monitoring of use of personal data 

 
 The Processor has prepared a procedure for logging 

and monitoring. 

 
 
We have interviewed relevant personnel at the Processor. 
 

 
 
No deviations noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 30 of 38 

 

ISAE 3000 ASSURANCE REPORT  COMPANY NAME 

Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

 Log data of customer activities are deleted after 30 
days.  

 Log files are solely accessible for operations and sup-
port staff.   

 The activities of operations and support staff are 
logged.   

 

 

We inspected the Processor’s procedure for logging and moni-
toring and observed that guidelines are described for the Pro-
cessor’s security measures relating to logging and monitoring.  
 
We inspected documentation regarding how long log data of 
customer activities are retained.  
 
We inspected documentation confirming that only operations 
and support staff have access to log files. 
 
We inspected documentation confirming that the activities of 
operations and support staff are logged.  
 

Repair, service, sale and discarding of IT equipment 

 
 The Processor has prepared and implemented a pro-

cedure for sale and discarding of IT equipment.  

 The Processor has prepared and implemented a pro-
cedure for repair and service of IT equipment. 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for sale and discarding 
of IT equipment. We observed that this includes guidelines for 
discarding of IT equipment and that the Processor does not sell 
IT equipment.   
 
On inquiry, we were informed that discarded IT equipment is 
cleared of personal data before it is discarded. It has not been 
possible to test that the procedure has been implemented be-
cause no IT equipment was discarded in the period subject to 
audit.   
 
We inspected the Processor’s procedure for repair and service 
of IT equipment.  

 
 
No deviations noted. 
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Article 28(3)(c) – Technical and Organisational Measures  

Control objectives 

 To ensure that the Processor has implemented suitable technical and organisational measures with due regard to the current technical level, implementation costs and the nature of the 

relevant processing, scope, context and objective, and the risks of varying likelihood and severity for the rights and freedoms of natural persons (risk assessment), including a current examina-

tion and updating of risk assessment and security measures.  

 To ensure that the risk assessment takes into account the risks of accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, 

stored or otherwise processed. 

 To ensure confidentiality, integrity and accessibility and robustness of processing systems and services. 

 To ensure timely restoration of the accessibility of access to the personal data in the event of physical or technical incidents. 

 To ensure regular testing, assessment and evaluation of the operating effectiveness of the technical and organisational measures to safeguard the security of processing. 

Control activity Test performed by BDO Result of test 

 
We inspected documentation confirming that the Processor 
complies with the provisions in the procedure for repair and 
service of IT equipment.  
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Article 25 – Data Protection by Design and by Default 

Control objective 

 To ensure that the Processor implements data protection by design and by default. 

Control activity Test performed by BDO Result of test 

Technical and organisational measures relating to develop-

ment 

 

 The Processor has prepared a procedure for the de-
velopment process which ensures Privacy by Design 
and Privacy by Default. 

 The Processor has instructed personnel on Privacy by 
Design and Privacy by Default. 

 Developed functions, relating to personal data, are 
tested and only anonymized data are used as test 
data. 

 The progress of development projects is documented 
currently in GitHub. 

 Development, tests and production environments are 
separated. It is ensured that backup is taken.  

 Version management is secured.  

 

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s procedure for data protection by 
design and by default.  
 
We inspected documentation confirming that the Processor has 
instructed personnel on the requirements for Privacy by Design 
and Privacy by Default.  
 
On inquiry, we were informed that the progress of the develop-
ment projects is documented currently in GitHub. We inspected 
documentation of a randomly selected development projects. 
We observed that the cases are documented in GitHub.    
 
We inspected documentation confirming that only anonymized 
data are used as test data.  
 
We have inspected documentation confirming that develop-
ment, test, and production environments are separated system 
environments. However, all software developers have access to 
deploy changes directly into production environment. Manage-
ment have assessed the lack of segregation of duties in develop-
ment team and accepted the risk due to the organizational size 
of the organization.  
 
We inspected documentation confirming that backup is taken. 
 
We have inspected documentation confirming that version man-
agement is secured in relation to the development.   
 

 
 
 
No deviations noted. 
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Article 28(3)(g) – Deletion and/or Return of Personal Data 

Control objective 

 To ensure that the Processor can delete and return personal data as instructed by the Controller after the end of the provision of services relating to the processing. 

Control activity Test performed by BDO Result of test 

Deletion and return of personal data 

 
 The Processor has prepared and implemented a pro-

cedure for deletion and return of personal data.  

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for deletion of personal data.  
 
We observed that the Processor has implemented technical 
measures which enable deletion or return of personal data. We 
observed that customers generally have access to data, but that 
the Processor has procedures to support the Controller should 
the need arise.    
 
We have inspected that data in SMS messages are deleted auto-
matically after 30 days.   
 
On inquiry, we were informed that no requests were received 
during the period subject to audit from the Controller relating 
to deletion or return of personal data. Thus, we were unable to 
verify the efficiency of the procedure.  
 

 
 
No deviations noted. 
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Article 28 (3)(e, f and h) – Assistance to Controller 

Control objectives 

 To ensure that the Processor can assist the Controller fulfilling the data subjects’ rights. 

 To ensure that the Processor can assist the Controller in relation to audits and inspections. 

 To ensure that the Processor can assist the Controller in relation to compliance with special obligations of GDPR, including assistance according to Articles 32 to 36. 

Control activity Test performed by BDO Result of test 

Assistance – data subjects’ rights 
 

 The Processor has prepared and implemented a pro-
cedure for assistance to the Controller in connection 
with fulfilment of the data subject’s rights.  

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for assistance to the Controller in rela-
tion to fulfilment of the data subject’s rights.   
 
We inspected the Processor’s standard template for data pro-
cessing agreements, which shows that the Processor is under an 
obligation to assist the Controllers in relation to requests for 
exercising of the data subjects’ rights.    
 
We inspected several randomly selected incoming data pro-
cessing agreements. We observed that those data processing 
agreements include an obligation to assist the Controllers.   
 
On inquiry, we were informed that no requests were received 
from Controller parties for assistance during the period subject 
to audit. Thus, we were unable to verify the efficiency of the 
procedures for handling of assistance in relation to fulfilment of 
the data subject’s rights.  
 

 
 
No deviations noted. 

Assistance – audits and inspections 

 
 The Processor has prepared and implemented a pro-

cedure for assistance to the Controller in connection 
with audits and/or inspections.  

 

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for assistance to the Controller in con-
nection with audits and inspections and observed that guide-
lines are described for the Processor’s assistance to the Con-
troller in connection with audits and inspections.   
 
On inquiry, we were informed that no requests were received 
from Controller parties received for assistance during the pe-
riod subject to audit. Thus, we were unable to verify the 

 
 
No deviations noted. 
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Article 28 (3)(e, f and h) – Assistance to Controller 

Control objectives 

 To ensure that the Processor can assist the Controller fulfilling the data subjects’ rights. 

 To ensure that the Processor can assist the Controller in relation to audits and inspections. 

 To ensure that the Processor can assist the Controller in relation to compliance with special obligations of GDPR, including assistance according to Articles 32 to 36. 

Control activity Test performed by BDO Result of test 

efficiency of the procedures for handling of assistance in rela-
tion to fulfilment of the data subject’s rights. 
 

Assistance – special obligations of GDPR 

 
 The Processor has procedures to handle assistance to 

the Controller in connection with fulfilment of secu-
rity of processing (article 32), notification of breach 
of personal data security to the Controllers (article 
33), impact assessment of the data protection (article 
35), prior consulting (article 36).  

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the following procedures:  
• Procedure for assistance to Controller 
• Procedure for registration of breach of the personal data 

security 
• Procedure for instruction to personnel processing personal 

data 
• Procedure for processing of personal data in 2nd line sup-

port from the development department 
 
We inspected the Processors standard template for data pro-
cessing agreements, which shows that the Processor is under an 
obligation to assist the Controllers with their obligations in rela-
tion to articles 32 to 36 GDPR.  
 
On inquiry, we were informed that no requests were received 
for assistance during the period subject to audit. Thus, we were 
unable to verify the efficiency of the procedure. 
 

 
 
No deviations noted. 
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Article 30(2, 3 and 4) – Records of Processing Activities 

 Control objectives 

 To ensure that the Processor maintains a written record of all categories of processing activities carried out on behalf of the Controller. 

 To ensure that the Processor retains the record in writing, including in electronic form. 

 To ensure that the Processor makes the record available to the supervisory authority. 

Control activity Test performed by BDO Result of test 

Processing activities 

 

 The Processor has prepared records of processing ac-
tivities. 

 The Processor has prepared and implemented a pro-
cedure for the Data Protection Agency’s access to 
records of processing activities. 

 The Processor has prepared and implemented a pro-
cedure for retention of the records.  

 
 
We have interviewed relevant personnel at the Processor. 
 
We observed that the Processor has prepared records of pro-
cessing activities.  
 
We inspected procedure for the Data Protection Agency’s ac-
cess to records of processing activities and observed that guide-
lines are described how the Processor gives the Agency access 
to the records of processing activities.  
 
On inquiry, we were informed that no requests were received 
for access to the records during the period subject to audit. 
Thus, we were unable to verify the efficiency of the procedure. 
 
We inspected procedure for retention of the records. We ob-
served that the records are retained electronically.   
 

 
 
No deviations noted. 

 
 
 
 
 
 
 
 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 37 of 38 

 

ISAE 3000 ASSURANCE REPORT  COMPANY NAME 

Article 33(2) – Notification of Breach of Personal Data Security 

Control objectives 

 To ensure that the Processor without undue delay notifies the Controller about personal data breaches.  

 To ensure that the notification to the Controller consists of all required information, so the breach can be reviewed with the intention to notify the supervisory authority and to communicate 

the breach to the data subject. 

Control activity Test performed by BDO Result of test 

Registration of breach of personal data security 

 

 The Processor has prepared and implemented a pro-
cedure for personal data breach. 

 The Processor has prepared and implemented a pro-
cedure for notification of the Controller of personal 
data breach. 

 The Processor has prepared and implemented a stand-
ard template for registration of personal data breach.  

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected procedure for breach of personal data security 
and observed that guidelines are described for registration of 
personal data breach.  
 
We inspected procedure for notification of the Controller of 
personal data breach and observed that guidelines are de-
scribed for contact to the Controller without undue delay.  
 
We inspected a standard template for registration of personal 
data breach. 
 
On inquiry, we were informed that no personal data breaches 
occurred during the period subject to audit. Thus, we were un-
able to verify the efficiency of the procedure for personal data 
breach and the procedure for notification of the Controller of 
personal data breaches.   
 

 
 
No deviations noted 
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Articles 44 to 49 – Transfers of Personal Data to Third Countries 

Control objectives 

 To ensure that the Processor transfers personal data to a third country or an international organisation only when the conditions of articles 45 to 49 are complied with.  

 To ensure that the Processor transfers personal data only according to instruction from the Controller and in accordance with a valid transfer basis (articles 45 to 49). 

Control activity Test performed by BDO Result of test 

Transfers of personal data to third countries 

 

 The provisions relating to transfers of personal data 
to third countries are covered by the Processor’s data 
processing agreements.   

 The Processor has ensured that transfers are made 
only to an approved third country, which has provided 
data protection in accordance with the EU regulation 
and the Danish data protection act.  

 
 
We have interviewed relevant personnel at the Processor. 
 
We inspected the Processor’s template for data processing 
agreements and observed that it includes provisions relating to 
transfers of personal data to third countries. We observed that 
transfers can be made only where this is stated in instruction 
from the Controller.  
 
We observed that personal data regarding GatewayAPI is stored 
within EU at Google LLC and Hetzner GmbH respectively. How-
ever, OnlineCity is aware of the risk that if Google Support is 
used there will be an increased chance that data are trans-
ferred to/accessed by persons from unsecure third countries, 
and rules have therefore been set up that Google Support must 
not be used.  
 

 
 
For customers using GatwayAPI.com In The Heart Of has stated 
that there is no transfer of personal data to third countries. 
Furthermore, the company have configured build-in security 
measures in Google Cloud Web Hosting to protect personal data 
when using Google as a sub-data processor. However, there is a 
risk of unintentional transfer to third countries, as Google as a 
US-owned company is subject to US law. At present, there is no 
specific practice in this area which determines whether a po-
tential accidental transfer to a third country is unproblematic.  
 
This issue is not relevant for customers using GatewayAPI.eu, 
RelationsCity and Polaris.  
 
No further deviations noted. 
 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



 

  

  

 
 
 
 
 
 
 
 
  
 

BDO STATSAUTORISERET 
REVISIONSAKTIESELSKAB 

HAVNEHOLMEN 29 

1561 KØBENHAVN V 

 
CVR NO. 20 22 26 70 

 

BDO Statsautoriseret revisionsaktieselskab, a Danish limited liability company, is a mem-

ber of BDO International Limited, a UK company limited by guarantee, and forms part of 

the international BDO network of independent member firms. BDO is the brand name for 

the BDO network and for each of the BDO Member Firms. BDO in Denmark employs almost 

1,500 people and the worldwide BDO network has more than 111,000 partners and staff in 

167 countries. 

 

Copyright - BDO Statsautoriseret revisionsaktieselskab, CVR No. 20 22 26 70. 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



Dette dokument er underskrevet digitalt via Penneo.com. Signeringsbeviserne i 
dokumentet er sikret og valideret ved anvendelse af den matematiske hashværdi af 
det originale dokument.  Dokumentet er låst for ændringer og tidsstemplet med et 
certifikat fra en betroet tredjepart. Alle kryptografiske signeringsbeviser er indlejret i 
denne PDF, i tilfælde af de skal anvendes til validering i fremtiden.

Sådan kan du sikre, at dokumentet er originalt
Dette dokument er beskyttet med et Adobe CDS certifikat. Når du åbner dokumentet 

i Adobe Reader, kan du se, at dokumentet er certificeret af Penneo e-signature ser-
vice <penneo@penneo.com>. Dette er din garanti for, at indholdet af dokumentet 
er uændret. 

Du har mulighed for at efterprøve de kryptografiske s igneringsbeviser i ndle-
jret i dokumentet ved at anvende Penneos validator på følgende 
websted: https://penneo.com/validator

Underskrifterne i dette dokument er juridisk bindende. Dokumentet er underskrevet via Penneo™ sikker digital underskrift.
Underskrivernes identiteter er blevet registereret, og informationerne er listet herunder.

“Med min underskrift bekræfter jeg indholdet og alle datoer i dette dokument.”

Birol Altinok
Executive, Partner
Serienummer: 14a524ff-0318-45f4-9755-75fa8e5c965d
IP: 152.115.xxx.xxx
2023-05-30 06:50:57 UTC

Mikkel Jon Larssen
Partner
Serienummer: 1db74f11-2b61-448d-adff-76e3175598f6
IP: 62.66.xxx.xxx
2023-05-30 07:27:27 UTC

Nicolai Tobias Visti Pedersen
Statsautoriseret revisor
Serienummer: CVR:20222670-RID:1283706411033
IP: 84.78.xxx.xxx
2023-05-30 07:49:46 UTC

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
S1

CE
-J

D
EB

7-
0A

EV
Y-

6Y
U

YU
-C

K0
5I

-3
TC

CQ



         PPXlSjMFKNRi43QeqWpG2mE80QGRqldLREPVEWT1SFw=   ydqtQ42DeFhkr5QM5PO2PEzXZd6kBO+KLSd2rQeBhrE= 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 AQAB  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  MIIEoTCCAomgAwIBAgIEY6G0BTANBgkqhkiG9w0BAQsFADBjMQswCQYDVQQGEwJESzETMBEGA1UEBwwKQ29wZW5oYWdlbjETMBEGA1UECgwKUGVubmVvIEFwUzEqMCgGA1UEAwwhUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxMB4XDTIyMTIyMDEzMDkyNloXDTI0MTIxOTEzMDkyNlowYDELMAkGA1UEBhMCREsxEzARBgNVBAcMCkNvcGVuaGFnZW4xEzARBgNVBAoMClBlbm5lbyBBL1MxJzAlBgNVBAMMHlBlbm5lbyBQcm9kdWN0aW9uIENBIFNpZ24gZzFyMTCCASIwDQYJKoZIhvcNAQEBBQADggEPADCCAQoCggEBALUVJpCH+Xcs6AqopHv12s8r4gAEp8BZPudxoB3of//Eq9txMnnx71J3B5sAjxdNsbA9JCY/pOMkMwgCW39csMqVM4JA2qiBX34liFRQK1F5/kF0564+tGBpEJVsn3FENI0EGmU4ZwdbVfCeRx/MabV3XPMCvEQjr1BGZbxtevH9Zl62unykiUOWASvMO3V3GD9O0oeCzUpqyRiYRiNVXobRfWjhaaWIZmXpjcoB0n83uRLMEmEEUSqOxZF3563JXhHWUbcgf1vzjkDhZD31wBF90Px4DUrWHD3etJsRk+O9k9ahhiOCNgfhBZlY2mJHnRlR7BFIYw/on1MeKMjIJN0CAwEAAaNgMF4wHwYDVR0jBBgwFoAUGKFBafjmxld5RtF9WV6ordhJLkAwHQYDVR0OBBYEFPSb1WesEwNWwGH9KGYanrS4SUAWMA8GA1UdEwQIMAYBAf8CAQAwCwYDVR0PBAQDAgEGMA0GCSqGSIb3DQEBCwUAA4ICAQBVNxh8nJPieXzO1yhOq9MiBCXAdbwjnvqdtXMIoN0fuQ2gWEEUXQWwc6sZpg9Im/krBBalEfHBNZFhk1OLNCHdgaOv0JUOpHxhHzvVQDSDM1hyxVZUfoddPzCN0IxLOF8HB+fUSN9nRc+FgpCWTLQ4P5SI3up6iCj3VajC4VPJw2gN6SW/BQIdtMAyrJoAWiZMQYmNxO3CAyR4Ia5tPhIEz1u4F1GY6LmIfYt/UYeaadtnUqK4q72AwcvXxhxfo3DbvXcJSzvUTu2kCp0d8uYE93kO2p6NGCmKE1Gya8kp+jNjQPdrzfQUbZvv0MR9z+M4jKwYlkTUgq2Rguuo5iq3DoOB4EtHwEIy0O3yPGMnaDYoysThnWImhC2kw+AgVlGIpThZ00WVijNQou1lsgTDVhMH3QiXN0gE30n06dckEsOHdCKcmdQnVHgYY6B1hVq3PrF5D7bxUd3WznzVt5pAaikdWhuKyvIWfaZiJcoqitRQehR+WWp2Q9bZkgjC79vya4KBpt5SUUr1aU5gZbux2jXUlRGC78x1IMhjFYDjv/nhg5chock7XUG2hHKpI032CsT4GRBR7/4+4AaeRr6G1LnqzWZeztNX8oOCZGeHprH9nqYSEpDID6UdAegkDk3+NKB6Vq1CY+7XkGcY+pMm34xoqZCa+P0W4rBXjhPudA==  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     2023-05-30T06:50:54.033Z     melRwJhU2dy8FcUdnBQPuhzm4meJu3k+ezmrsyeSUws=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 1014757856531224303292194416186801285920254868212     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   MIIQoQYJKoZIhvcNAQcCoIIQkjCCEI4CAQMxDzANBglghkgBZQMEAgEFADCBmQYLKoZIhvcNAQkQAQSggYkEgYYwgYMCAQEGBgQAj2cBATAxMA0GCWCGSAFlAwQCAQUABCBEKdeMptwftg1K7sHi44SpbGZ+PuaS96sxax+uUAJvygIITGUbk9oA26gYDzIwMjMwNTMwMDY1MDU3WjADAgEBAgYBiGtskFahGzAZBggrBgEFBQcBAwQNMAswCQYHBACBl14BAaCCDF0wggXUMIIDvKADAgECAggLtq2TlIjCYjANBgkqhkiG9w0BAQsFADCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyMB4XDTIzMDUyMjA4Mjk0NVoXDTM0MDgyMjA4Mjk0NVowYzElMCMGA1UEAwwcVGltZS1TdGFtcGluZyBBdXRob3JpdHkgVFNVMTEPMA0GA1UEBRMGMjAyMy0yMRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMQswCQYDVQQGEwJJVDCCASIwDQYJKoZIhvcNAQEBBQADggEPADCCAQoCggEBAJoSlVRn2sbPvkdiVNWajTx0uytAhR3xF6koP4zgAVcxJJ2AAfHIarPxY4YWzNMloKsjMX6DkB7zseQX7u2hx2n5hLzSUmzHcgT8KJB3quJ0D99Fw8B2KrUQWc/69MtrHuhcWgFYy0+6sPtFyED1uPtxKuHFuxzkVVEO7VccXfkafd9Gslpqv/u3FBvFaXsxi2kF+pHM/HqpPFercUj6AjxN15S0LRC28d5cECWrGsezdAK5BAq3TfxPwDXaybSKvQgoZmIAGP9cbxDEUDM6gMJa9n74IuKiv2gMx8vSYDVQNahrCPVAAcRlpCJPuj8J6FZN4UtdHMCU+qCF5zYPew8CAwEAAaOCAUUwggFBMB0GA1UdDgQWBBTgE3QdOSw1kNb0FhcAFECSawSLgTAMBgNVHRMBAf8EAjAAMB8GA1UdIwQYMBaAFNNmy1p3EunsJ/EJcs6YsOc5ghQbMBgGCCsGAQUFBwEDBAwwCjAIBgYEAI5GAQEwZAYDVR0gBF0wWzAGBgQrTBAGMEcGDCsGAQQBgv5eAQEFATA3MDUGCCsGAQUFBwIBFilodHRwczovL3d3dy5pbnRlc2lncm91cC5jb20vZW4vZG9jdW1lbnRzLzAIBgYEAI9nAQEwSQYDVR0fBEIwQDA+oDygOoY4aHR0cDovL2NybC50aW1lNG1pbmQuY29tL0ludGVzaS9xdWFsaWZpZWR0aW1lc3RhbXBDQS5jcmwwDgYDVR0PAQH/BAQDAgeAMBYGA1UdJQEB/wQMMAoGCCsGAQUFBwMIMA0GCSqGSIb3DQEBCwUAA4ICAQBAt6qHubzXemKsk+jOZF9uHoJfZ5d5KNzN2Mnk3+skatwC6pi2K3Ov5ws+LJrFDfbYAumd6jvvcZZFJACgXkNeWBr7B5JwL04ub5WMLZ9L2OlW7oURaR1PrKd9DB+6w9WnnjjKXev3VNi6TMsIZur4P7L65oBPH81t8cBY58/J3xZ+zQhRcthibBmIOYzHIASstOiyu8h0Y5/jOFhtsSF+sD6hpz27X6Y7fRaXTyrTdg+O9yM5Xot51GmCW4kLghLiEb+x3ISyieSw3p3dgb4YyPlqwTO1YRZElxf+hHih7Q9YdtMdbV8S5C2fQyO0SCnCC4Pezhvo+vX0Nqm718Z0ROQyWKjx90I3RtBJ/Gn3Tjxnkat4i7I1fWxRevsyPvjZAPWbzD2E9WuYeELBbMttAd/pqpAY7eoimXBYHZEswGsm2Vcxh0J/ztk6kibtwa2Om7Zx7Pp1qBiOgNdtK2K36psh8daBYcDiGmJ4qr7JsPksWF09Z03hNqQuHh2P9FjpIGXW9qlnP7FwfqGEpWP30YqFHBUrdGWD8zb7cm3a8kpR47AuxK7Hnv5Ooo0z6zwNyiLI8JXy2gVu7QDNE/zuNl91ov/fOfAS1MmW2LBBoYf1bFfE7zFI431utMIzYiNLHJ0WpsSCzBuMgKtKl5dAtYaexjdL0ix8sslFAOB+gTCCBoEwggRpoAMCAQICCFcWniJBILumMA0GCSqGSIb3DQEBCwUAMIGnMQswCQYDVQQGEwJJVDEaMBgGA1UEYQwRVkFUSVQtMDI3ODA0ODA5NjQxHDAaBgNVBAoME0ludGVzaSBHcm91cCBTLnAuQS4xKTAnBgNVBAsMIFF1YWxpZmllZCBUcnVzdCBTZXJ2aWNlIFByb3ZpZGVyMTMwMQYDVQQDDCpJbnRlc2kgR3JvdXAgRVUgUXVhbGlmaWVkIFRpbWUtU3RhbXAgQ0EgRzIwHhcNMTcxMTIzMTAyMjQwWhcNMzcxMTE4MTAyMjQwWjCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyMIICIjANBgkqhkiG9w0BAQEFAAOCAg8AMIICCgKCAgEAtP4tZyol+Z5qAjMObquAQjz9KF/US23hurB/YQakgg4rTrgLHCBEG/1wptoWBDOfs58LjErNMNDbziwgY3hO+j1bhXryrYvYt+ZLkabkWLdAJhdhzztWO/tu5WjfW+Pp+jt7aztdnod+3cRFd+tdA/BMK+EnjYmoh1PrmpuzBWYRBfTy2dxu+EAjENnqNomy9hpNQxgu7iKkR+krFt+C00QJFaC25sIYjeSQGqW6+Dnw1AJVQZayYnKVtMHyO5r4LnNnCUzuNr6TciZgWjU/dfUl2DU/vLZeo/ItcVT7EuVEudtxIhlMpeCYMyac5OujJC/927cvg8q3v8pjHV74R134O5Zp74dU6ZBKyJJ4azjyVlhgI/k4Ki2O5vlJoExn2ZMxTbRtV+uifwJn7MnIM63SA4envLNIEflw9vUrVWqxnjmwNLYpM+hgt+SAmos2VNq+XKVRS4LVRoPw1kRSw2R8Ui9OfyFjkcu76GJ+CPPJiKxf/5p37ge1JDEyjXDTgkoKW4UJTkKjHGrN+nzFDhdfteGi+FcJD+SBiXyUc7yDWVcyOTTKjN0tlZ+s5ap8rMeLFe9x3wEABe9inK5Uqz3jvHvvDau11kyldb0+etj/di0h4nhD2jFUd/QvNTrvzj5s7eq8NqpslKpb5r/x4TdQ5lc8swPiFdqjXBw/GaUCAwEAAaOBrjCBqzAdBgNVHQ4EFgQU02bLWncS6ewn8Qlyzpiw5zmCFBswDwYDVR0TAQH/BAUwAwEB/zAfBgNVHSMEGDAWgBTTZstadxLp7CfxCXLOmLDnOYIUGzBIBgNVHSAEQTA/MD0GBFUdIAAwNTAzBggrBgEFBQcCARYnaHR0cDovL3d3dy5pbnRlc2lncm91cC5jb20vZW4vZG9jdW1lbnRzMA4GA1UdDwEB/wQEAwIBBjANBgkqhkiG9w0BAQsFAAOCAgEAFmSuPU8IvR/DpEN4jU5ESdTZcq2Bnuy0z3aSHVV1Gc1Clzong4SpOIzSVqz/CeZ6Yeef/k2b6vmjhlBucq9W9ruXYjTnsHuOMFyGSaQWQylG8Yf83T9feTnQlFIP6Y1j8U5oqt/Ky0nCPAMpkrpxyJe3+XQbtkTZXM3Sa1oMRP1L5FS2ydiFMNZk9NyDbysNYY1EP7MZqpuP8SYzMwA/7rWy//nY8hP0xLpxImn0pY92GzhRFx0kjWw3ItM1XI6+/CKIqUkBuYzg9aMzEEgtxpNorpgxG1MizqCEHWP+coVUACSLZsMf20REKHR1sOvzkYwg9OMQQ6W5VE1qlyEnm93O9AMJVVabqEBDtLPxRAI8dpL8jEYum1qkpbmYno8rNr21gQApsAnyl9SxqPRHqtd3+SaH3R/0qGleyNakRwT1nexjQoW4X9BueO5lgW/gvRXFQ4B8sW5+dKm3jis3qqNV7wUcHyM1uDKiaP62wCMwrF3Qs+OJ8s0602zE4sOf+m0PBSNALoOvrZvPat2RXzpkpMMz4GD4FHqSP0e4jysnA3yNQJp2aGaun95AVII1eEsaCgb7bumGhpA18GsIb3EnuwFmg6DX4fqaOKn/cgbIC24y/E56Np/dUxtx9OtXg1ObzAgBY7A5d5cmRq4cEyUCtqEynjl6w0ExQb66YtoxggN5MIIDdQIBATCBtDCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyAggLtq2TlIjCYjANBglghkgBZQMEAgEFAKCCAZUwGgYJKoZIhvcNAQkDMQ0GCyqGSIb3DQEJEAEEMBwGCSqGSIb3DQEJBTEPFw0yMzA1MzAwNjUwNTdaMC0GCSqGSIb3DQEJNDEgMB4wDQYJYIZIAWUDBAIBBQChDQYJKoZIhvcNAQEBBQAwLwYJKoZIhvcNAQkEMSIEILIbHwAud2FfMdJjWWNfMt6bCriC75R5skOy881DVRHGMIH4BgsqhkiG9w0BCRACLzGB6DCB5TCB4jCB3wQgr5VM2LGVJbxCZLN/oFMfufgBvMew+CtsxztIvzyAtDwwgbowga2kgaowgacxCzAJBgNVBAYTAklUMRowGAYDVQRhDBFWQVRJVC0wMjc4MDQ4MDk2NDEcMBoGA1UECgwTSW50ZXNpIEdyb3VwIFMucC5BLjEpMCcGA1UECwwgUXVhbGlmaWVkIFRydXN0IFNlcnZpY2UgUHJvdmlkZXIxMzAxBgNVBAMMKkludGVzaSBHcm91cCBFVSBRdWFsaWZpZWQgVGltZS1TdGFtcCBDQSBHMgIIC7atk5SIwmIwDQYJKoZIhvcNAQEBBQAEggEARqFhBFxQiiXPSn3IhGZDakslOAHfvGphtyYKfkhDTVznoihv8KAsutTMESQ3cN1lyQC6pl8ivsesxiM2AC6tNrGQJ7zCxwIV9U3itVOgB0J1xNIIYkc515nwX6KwmFcLeonCyMpEdBT8qf6AsfiZbKpu49h1IYge4vfkLDueqd5YgM6svkdB6wXNOIrsDpsQqN2BUUpJXYz+j0e/mJwj/ahk3k5gQbNpDdT8hlNp0B+jNB7H7F7hnXENGqYQPDRPO321/WGn+bOdF/u2eGwmWF2QoKWbRhMw/k6Yg3FK2kNL8cnynhYJMw+5RDS00GSgBSkEOlaqkMLqhHqAa5Wz2g==


Declaration ISAE 3000 GDPR_ART_ Type 2
            6S1CE-JDEB7-0AEVY-6YUYU-CK05I-3TCCQ
            SHA-256
            0e464277b0fa1e0f604b28ba0f75af382a44ad78038e6f20528b6e24148ccbee
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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Declaration ISAE 3000 GDPR_ART_ Type 2
            6S1CE-JDEB7-0AEVY-6YUYU-CK05I-3TCCQ
            SHA-256
            0e464277b0fa1e0f604b28ba0f75af382a44ad78038e6f20528b6e24148ccbee
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            
  
 
 
 
 
 
 WxMAejzdxKtBcdu6MyxIpETK8V+YNn+lUcG/volrFYU=


 
IVpSGNVMhHy4bQNn3MbnJAHppSKbxImkBeGBUVVIcGhcCxkvCu9uvXtJ0ZI0cbLAUmaRrPKcgKcQ
87zTHBdeAzPxuM+LufKT/jXxW9Pi41qvdJGIg9HjmP2LGwbsvWwIvsbdHbsz43csN67fwxoguxCl
qUxiaTJO9IN5FszofZ4oK4xdAG80lmbqZ0aBpXQXxgFSv41cTB7p+U0VOc3mXuyS2ZWtZ91VYDpk
sWcN1/mW8f/ie8T0+C8BEvCv8DTnuhuX/JyzGXQPfK6/jNQ0OvKlhePWtN1DrjvpOr/weCe3ZZmt
VQSgur8zNoresM+4lCRwotRpgDgD5Xxsi90QMA==

 
 
 
MIIGRTCCBS2gAwIBAgIEXo7FczANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjAeFw0yMzAxMDMwNzM5
MDNaFw0yNjAxMDMwNzM4NDlaMIGhMQswCQYDVQQGEwJESzFDMEEGA1UECgw6QkRPIFNUQVRTQVVU
T1JJU0VSRVQgUkVWSVNJT05TQUtUSUVTRUxTS0FCIC8vIENWUjoyMDIyMjY3MDFNMCQGA1UEAwwd
Tmljb2xhaSBUb2JpYXMgVmlzdGkgUGVkZXJzZW4wJQYDVQQFEx5DVlI6MjAyMjI2NzAtUklEOjEy
ODM3MDY0MTEwMzMwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQCtqkwIFlqC/ByAt/oZ
xGCHWlbHZwvgJ0EhFegWvXu9S7EDmj0kIHxHaFhz9jpT36iUcCVMyM27dJ6pJQkY5Czd7i4d1gzL
VJwe0DGlI6n54DnNlPlWPW0SN8uKBdhGWpl7c7H22NE2+QNLhxFRJsdLMCkyzo4SC1gtTmdiVeni
vu8gQrUCL2jLBryeGzC98MhGDtxdj/lGssysgwqDwcZVhBvulvALcBCzJ2q+UFdaxjblVt8NJQ2p
9eeGAKxrsbdWXE5Nd3DbDtcZUcvSOzq4maKcb2epUHmkrsUez2Nmhr+MlePo33eVnTdzFtx2nl8G
qzp2HSdy3WmIRoEGTUDFAgMBAAGjggLjMIIC3zAOBgNVHQ8BAf8EBAMCA/gwgYkGCCsGAQUFBwEB
BH0wezA1BggrBgEFBQcwAYYpaHR0cDovL29jc3AuaWNhMDQudHJ1c3QyNDA4LmNvbS9yZXNwb25k
ZXIwQgYIKwYBBQUHMAKGNmh0dHA6Ly9tLmFpYS5pY2EwNC50cnVzdDI0MDguY29tL29jZXMtaXNz
dWluZzA0LWNhLmNlcjCCAUMGA1UdIASCATowggE2MIIBMgYKKoFQgSkBAQECBjCCASIwLwYIKwYB
BQUHAgEWI2h0dHA6Ly93d3cudHJ1c3QyNDA4LmNvbS9yZXBvc2l0b3J5MIHuBggrBgEFBQcCAjCB
4TAQFglUUlVTVDI0MDgwAwIBARqBzEZvciBhbnZlbmRlbHNlIGFmIGNlcnRpZmlrYXRldCBn5mxk
ZXIgT0NFUyB2aWxr5XIsIENQUyBvZyBPQ0VTIENQLCBkZXIga2FuIGhlbnRlcyBmcmEgd3d3LnRy
dXN0MjQwOC5jb20vcmVwb3NpdG9yeS4gQmVt5nJrLCBhdCBUUlVTVDI0MDggZWZ0ZXIgdmlsa+Vy
ZW5lIGhhciBldCBiZWdy5m5zZXQgYW5zdmFyIGlmdC4gcHJvZmVzc2lvbmVsbGUgcGFydGVyLjAV
BgNVHREEDjAMgQpudHBAYmRvLmRrMIGXBgNVHR8EgY8wgYwwLqAsoCqGKGh0dHA6Ly9jcmwuaWNh
MDQudHJ1c3QyNDA4LmNvbS9pY2EwNC5jcmwwWqBYoFakVDBSMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjEQMA4GA1UEAwwHQ1JM
ODkxNzAfBgNVHSMEGDAWgBRcu3ViFjKZqjaguJr7b6cMX/AK1TAdBgNVHQ4EFgQUagXcVABQcUdE
a7JEGjnEYnqLadgwCQYDVR0TBAIwADANBgkqhkiG9w0BAQsFAAOCAQEAgTZ9/WLlUEx59C6r/cpb
OQmSIy+aVvhdNHW5DoMxvz+93Z1J7xZpN3cKlPW+CLNFSjreIUoYesECpU+Htc8sjyMmofgOA8rK
pVoeHKxEIkcstzffs4TBMAhROczLNVogrYdAdV9ImZZoOEPIHLPo4Hgire3sMZJBfuX3iHVZriKX
wmpncJZeUoEhf7UbFgk2kw4VzD9lUvIxZlX3bOmqLs1Ug1x7QpflViUZDZMKv3aMKG9sG+uCc47S
V6HGXgg+7RpzC92wssUYgQmadHAyuaoNgqqIBoaEm1A9djSoXDwsprw0fv6R0tvTQFq4l/pxsXB+
0+6++AAGYUyJkqovbw==


 
 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=


 
 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